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ABSTRACT: Globalization has become the driving force behind the birth of the era of information technology development. The development of this technology is very fast and has spread to all corners of the world. The development of information technology is not only felt by developed countries but developing countries also feel the development of information technology, so that information technology gets an important position for the progress of society in this modern era. The need for computer network technology is increasing. Apart from being a medium for providing information, through the internet, commercial community activities are also the largest and growing rapidly and penetrate various national borders. Even through this network market activities in the world can be known for 24 hours. Through the world of the internet or also called cyber space, anything can be done. The positive side of this virtual world of course adds to the trend of world technology development with all forms of human creativity. However, the negative impact cannot be avoided. When pornography is rife on the internet, people can't do much. Along with the development of internet technology, causing the emergence of a crime called cyber crime or crime through the internet network or cyberspace. The emergence of several cases of cyber crime in Indonesia, such as credit card theft, hacking of several sites, tapping other people's data transmissions, such as e-mail and manipulating data by preparing unwanted commands into computer programmers. So that in computer crimes it is possible to have formal offenses and material offenses. Formal offense is the act of someone entering
someone else’s computer without permission, while material offense is an act that causes harm to other people. The existence of cyber crime has become a threat to stability, so it is difficult for the government to balance the techniques of crime committed with computer technology, especially in the internet network.
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I. INTRODUCTION

This rapid development in communication and information technology has resulted in a world that has no boundaries and has led to social change. The development of information technology is seen as a double-edged sword. The purpose of a double-edged sword is that information technology in addition to bringing important benefits for improving welfare and progress of civilization for human life but also brings many negative impacts and harms humans against the law.¹

The perceived impact of the existence of information technology can be in the form of positive impacts or negative impacts. The negative impact as a result of the development of information technology is the emergence of new modes of crime by utilizing information technology generated through computers and internet networks (cybercrime). With the emergence of cybercrime then a new form of legal product emerged, known as cyber law or information technology law. Cyber crimes between these can be said to be all crimes related to the information system itself, and the communication system that creates a means to convey or exchange information with other parties (origator to recipient).

---

This crime is characterized by manipulating data for example espionage, sabotage, provocation, hacking and cracking, software theft and so on. The very fast rate of cybercrime is not accompanied by the ability of the government to keep up with it, so it is difficult to keep up. With the emergence of several cases of cybercrime in Indonesia, it has become a serious threat to the Indonesian government. The government with its legal instruments has not been able to balance the techniques of crimes committed with computer technology, especially on the internet (internet network).

Acts against cyber law are very difficult to overcome by relying on conventional positive law because talking about crime cannot be separated from five interrelated factors, namely perpetrators of crime, victims of crime, mode of crime, perpetrators of crime, social reactions to crime and law. Law is indeed an important instrument in preventing and overcoming crime in addition to other instruments that are no less important.

To create a legal product that becomes a forum for regulating a rapidly changing legal field such as information technology is not an easy thing. Often laws (regulations) seem to quickly become obsolete.

---


when regulating fields that are undergoing rapid changes, so the situation is like a legal vacuum \textit{(vaccum rechts)} against cybercrime between or cybercrime.

Actually, in cybercrime there is no \textit{legal vacuum}, this happens when legal knowledge is used in the interpretation that should be held by law enforcement officers in dealing with acts of new dimensions that have not been specifically regulated in law. This issue becomes a different matter if the issue of cybercrime is regulated in a law outside the Criminal Code. To overcome this, it is clear that careful legislative action is needed keeping in mind one thing, namely, not to let the legislation become stumped on technological developments so as to make over-legislate regulations, which in turn will have a negative impact both in other legal fields and in the socio-economic field.

In overcoming this, finally in March 2018 a law was passed that covers the community in the cyber field, namely the ITE Law No. 11 of 2018. The law regulates several criminalizations of criminal acts that were previously not criminal acts through several breakthroughs and expansions in its principles and criminal sanctions. In addition to substantive criminal rules, this law also regulates procedures and evidence that has been expanded, namely the inclusion of new evidence related to electronic media.

\section*{II. METHODS}

This research is normative juridical research. Sampling was carried out not on people but library materials, especially those related to information regulations and electronic transactions. The data used were secondary data. Secondary data were sourced from library materials, and legal materials. Method of Data Collection by means of identification. The method of identification is by collecting library
data in the form of archives, official documents, other library data that are closely related to the research problem. The library data (secondary data) were analyzed using a combination of deductive and inductive thinking patterns. The final result of data processing is qualitative, then analyzed using normative qualitative methods, interpretation methods in legal science, and interpreting data based on theories as mentioned in the literature review.

III. CYBER CRIME IN INDONESIA & GLOBAL CONTEXT

In its early days, cybercrime was defined as a computer crime. Regarding the definition of computer crime itself, until now scholars have not agreed on the meaning or definition of computer crime. Even the use of terms in English is still not uniform. Some scholars use the term "computer fraud", "computer-related crime" or "computer crime". However, scholars at that time generally accepted the use of the term "computer crime" because it was considered wider and could be used in international relations. Based on some literature and practice, cybercrime has several characteristics, namely:

1. The act that is carried out illegally, without rights or unethically occurs in cyberspace, so it is not certain which jurisdiction applies to it.

---


2. The act is carried out using any equipment connected to the internet.\(^7\)

3. These actions result in material and immaterial losses (time, value, services, money, goods, self-esteem, dignity, confidentiality of information) which tend to be greater than conventional crimes.\(^8\)

4. The perpetrator is a person who controls the use of the internet and its applications.

5. These acts are often carried out transnationally/across national borders.\(^9\)

In cyber crime (using the internet), Indonesia's position has replaced Ukraine, which previously occupied the first position. Internet crimes (cybercrime) that are rife in Indonesia include credit card fraud, banking fraud, defacing, cracking, hacking, sex transactions, online gambling, terrorism with victims originating from within the country and abroad such as the US, UK, Australia, Germany, Korea, and Singapore, as well as several regions in the country.

According to RM Roy Suryo. Cybercrime cases that often occur in Indonesia are at least grouped into three types of modes\(^10\), namely:

---


1. Credit Number Theft
According to Rommy Alkatiry (Deputy Head of Informatics DIN), misuse of credit cards belonging to other people on the internet is the biggest cybercrime case related to the Indonesian internet business world. Misuse of other people's credit cards is not complicated and can be done physically or online. Names and credit cards of other people obtained in various places (restaurants, hotels, or any place that makes payment transactions with credit cards) are entered in the application for purchasing goods via the internet.

2. Attacking the site or e-mail via Virus or Spamming.
The most common mode is sending the virus via e-mail. According to RM Roy Suryo, overseas crimes like this have been given a fairly heavy sentence. In contrast to Indonesia, which is difficult to overcome because the existing regulations have not yet reached it.

3. Entering or Breaking the Homepage (Hacking)
According to John. S. Tumiwa in general, the actions of Indonesian hackers are not as bad as those abroad. The behavior of Indonesian hackers is only limited to entering other people's computer sites that are vulnerable to intrusion and telling the owner to be careful. Overseas hackers have entered the banking system and damaged the bank's database.

In the same context, it is further emphasized that the development of cybercrimes in Indonesia is currently more varied, although initially it was dominated by fraudulent crimes using other people's credit cards in transactions via the internet (carding). Cyber crimes that are starting to develop in Indonesia include hacking, cracking such as "deface" the website of the General Election Commission (Komisi
The Indonesian state essentially has the skills in this cybersecurity world. Even though Indonesia is in fact still a developing country that is backward in terms of technology, the reality is that what happened was brilliant produced by Indonesian hackers, crackers, and carders. In the United States and Europe, it seems that they are also experiencing “outsourcing” and globalization. In 1986 – 2003, computer virus epicenters were detected mostly from Europe and America and several other countries such as Japan, Australia, and India. However, the research results say that in the next few years Mexico, India and Africa will become the largest virus epicenters in the world, and Indonesia is also included in the top 10. So that it will not be long before Indonesia will be famous but with a name that is not good because the government is less strict in controlling the cyber world.

Hacker and Cracker in terms usually refer to someone who has a great interest in studying computer systems in detail and how to improve their abilities. As for those who often commit acts of destruction on the internet, it is usually called a cracker. It can be said that this cracker is actually a hacker who uses his abilities for negative things. Cracking activities on the internet have a very wide scope, ranging from hijacking other people's accounts, hijacking websites, investigating, spreading viruses, to deactivating targets. The last action is referred to as DoS (Denial of Service). Dos attack is an attack

---

11 In another hacking case, hackers were reported to have disseminated 2.3 million permanent voter list (DPT) data on internet forums. This data is claimed to have been taken from the website of the General Elections Commission (KPU). According to the Founder of Ethical Hackers Indonesia, Teguh Aprianto, the 2.3 million data disseminated in hacker forums are data on permanent voters from the Yogyakarta Special Region (DIY). Among them, the city/regency of Bantul, Gunung Kidul, the city, Kulonprogo and Sleman.
that aims to paralyze the target (hang, crash) so that it cannot provide services.\textsuperscript{12}

In carrying out hacker activities there is an activity called defacing. Defacing is a subset of web or application program hacking activities, which focuses on operating changes in the appearance and/or physical configuration of a web program or application without going through the program’s source code. While the defacement itself is the end result of cracking activities and the like, the techniques are reading source code (this is specific to the context of web hacking), then replacing images (for example), editing html et al tags and more. Some of the defacing actions are just for fun, to show off their skills, to show off their ability to make programs, but some are to steal data and sell it to other parties. Furthermore, generally hackers can be classified into two other types:

1. White Hat Hacker
   The term in English is White Hat, which focuses its actions on protecting the system, which is in contrast to Black Hat, which focuses more on how to break through the system.\textsuperscript{13}

2. Black Hat hackers
   An English term that refers to hackers, namely those who break through security without permission, generally with the intention of accessing computers connected to the internet network.\textsuperscript{14}


In Indonesia, there have been several cases of hacking crimes committed by several people including:

1. KPU site hack
   Several years ago, when Indonesia was holding elections, the KPU website was hacked for the first time. The perpetrator of the hacking of the KPU website is Dani Firmansyah, also known as Xnuxer. After successfully penetrating, Dani left his mark by changing the pictures of the parties participating in the election, such as the Jambu Party, Packaged Drinking Water Party and so on. Of course, this action shocked many parties. The KPU immediately reported this incident to Polda Metro Jaya and hired Jim Geovedi to track down the hacker. After some time of investigation, the police finally managed to arrest Dani in his office. As a reward for his actions, Dani was sentenced to 6 months and 21 days in prison by the Panel of Judges of the Central Jakarta High Court.

2. Attack on KPAI Site
   Hacking into the website of the Indonesian Child Protection Commission (KPAI) still feels fresh in the minds of many people, especially gamers. The reason is that this attack was motivated by KPAI’s support for the blocking of fifteen games. According to KPAI, these games contain violent and sexual content that are not suitable for consumption by minors. Therefore, the government needs to block it. Of course, this immediately faced rejection from many people. Even on social media, a number of parties organized the I Play Games movement to protest against this blocking. The peak was that the KPAI website was hacked by a hacker named Skeptix. The hacker even left cynical message to KPAI. The message reads “Zuhaha…You’re drunk? Fix ur sec first b4 talking about game.” For this attack, the KPAI immediately made a report
to the authorities, but the news of the investigation into the hack is no longer heard.

3. Hacking of Regency Government Sites in East Java by Surabaya Black Hat
The hacker community 'Surabaya Black Hat' (SBH) claims to have hacked the website of the district government in East Java in 2016. The name of one of the suspected hackers arrested by the police, the initials KSP (21), is in the footer of the display of the hacked site. "We got data that the Surabaya Black Hat hacked the website of the district government in East Java in 2016," as emphasized by the Head of Sub-Directorate for Cyber Crime, Ditreskrimsus Polda Metro Jaya AKBP Roberto Pasaribu.

IV. POLICIES IN COUNTERING CYBERCRIME HACKING & CRACKING IN INDONESIA
Crime basically grows and develops in society, there is no crime without society. The more advanced and modern people's lives are, the more advanced and modern the types and modus operandi of crimes that occur in society. This seems to justify an adage, that "where there is society there is crime", ubi societas-ibi jus; ubi jus-ibi crimen.

1. Motivation
Motivation is the presence of stimuli in the form of per-group influence factors, whether there is motivation from within the community or group, such as invitations, incitements or praise among colleagues. While external is motivation in the form of competitive spirit between groups, the desire to become famous, and motivational hacktivism. This hacktivism is a reaction that is
motivated by the spirit of hackers to protest against a political/social condition of their country.\textsuperscript{15}

2. Mechanism
The mechanism in question is the existence of a server or website whose defense mechanism is weak because it is not updated or patched regularly and thoroughly. This is tantamount to paving the way for hackers to ignore their actions to deface them.

3. Moment
This is also supported by the availability of a secondary mechanism that functions to detect the weakness of a system on the internet, namely in the form of sharing exploit software available on the internet and can be easily used by hackers at the beginner level at once.

4. Misconceptions of Society and Mass Media
Misconceptions about the existence of hackers with their activities in the community and are often emphasized by the mass media, are often used by hackers to become famous and known. For example, positioning them like a hero and carelessly taking their claim that their defacement activities are based on hacktivism and nationalism is a misconception that generally occurs among us.

In cybercrimes such as hacking and cracking, it is formulated with elements of other criminal acts in accordance with the criminalized acts. information. The law that regulates Information and Electronic Transactions becomes strategic for developing information technology laws that provide rules regarding the use of information technology and possible violations.

As in general laws outside the Criminal Code which regulate actions with criminal sanctions, in the ITE Law the formulation of criminal acts and sanctions are also listed separately. All acts prohibited in Articles 27 to 35 above, are threatened with criminal sanctions in Articles 45-52. If one examines the hacking arrangements in the ITE Law, it appears that all actions recommended in the European Convention on Cyber Crime have been regulated in the ITE Law. only on the layout or order of arrangement of the various acts. If the Convention starts with an act that is categorized as hacking in a narrow (pure) sense, then the arrangement in the ITE Law does not follow that pattern. regulates actions that are actually conventional criminal acts (in the Criminal Code), only now they are carried out using computer media and networks. Pay attention to Article 27 which prohibits the actions of people who with intent or no right to distribute, transmit, or make accessible electronic information or electronic documents that have content that violates decency, gambling, defamation, or extortion.16

In criminal law laws, the term crime is rarely used. The most popular use of the term crime is only in book II of the Book of the Criminal Code (KUHP). offenses, and criminal acts. Hacking activities if associated with legal products of the Criminal Code will fulfill the formulation of entering or crossing territorial boundaries illegally in accordance with Article 167 of the Criminal Code. What is meant in Article 167 of the Criminal Code is as follows: Whoever enters a house, room or closed yard used by another person against the law and or at the request of the rightful or ordered not to leave

immediately is threatened with imprisonment for a maximum of nine months or a maximum fine of three hundred rupiahs.

If law enforcers want to carry out investigations and field investigations into crimes against hacking crimes for which in fact there are no clear stipulations, then from the description above, the formulation of the articles of the Criminal Code above, law enforcers should be able to bring hackers to court. While the problem of proving that the perpetrator is guilty or not is another matter, where the problem of proof will be discussed in the next case.

In the Telecommunications Law, hacking activities violate the provisions of Law No. 36 of 1999 concerning Telecommunications. Article 22 of the Law on Telecommunications does not directly mention hacking but with a simple formulation, namely access to networks, communication services are not valid. Then in article 40 of the Telecommunications Law where it is very clear that it is prohibited for everyone to be prohibited from tapping into the information network in any form. If viewed from the elements in the law by coonsidering the object of a criminal act is access to a telecommunications network or service that is carried out without rights, is illegal, manipulates, or is wiretapped, on a computer system. In the case of hacking, these elements have been included.

V. CONCLUSION

This study concludes that the regulation of cybercrimes in Indonesian legislation such as the ITE Law has complemented Indonesia's

material criminal law which regulates various criminal acts that have developed in line with the development of information and communication technology is an alternative regulation of cybercrime that is possible based on the provisions of Article 103 of the Criminal Code. The regulation of criminal acts outside the Criminal Code can be in the form of a Special Criminal Law or a law in certain fields which regulates criminal sanctions. special. The regulation of cybercrimes in the ITE Law and other legislation has implications for the legal protection of the legal interests of the community, especially in the form of computer data or electronic data, electronic documents, electronic information, and computer systems that are protected and not public, whether privately owned. as well as the State and other interests that are targets of cybercrimes.
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Hackers are seen as shadowy figures with superhuman powers that threaten civilization.

Mitch Kapor